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Getting Started 

Access to User Profile & User Profile Group Administration 
Your user profile level controls what you can do with user profiles and user profile groups. 

  

User Profile Level 

User Profiles User Profile Groups 

Add Edit Disable or Delete Add Edit Delete 
Casual             

Advanced             

View Administrator       x x x 

Security Administrator x x x x x x 

Introduction to User Profiles & User Profile Groups 
Administrators use user profiles and user profile groups in combination with roles to give users access to 
Stratum.Viewer.  

User profiles control which features and functions users can access in the application. The levels of access are 
casual, advanced, view administrator, or security administrator.  

• Casual Users - have access to basic view features such as running views, editing existing sorts and 
filters, and saving views in that edited state as shared views or their own personal views. 

• Advanced Users - have access to all non-administrator functionality -- they can build user lists, create 
user links, create actions and conditional formats, make edits to existing views and save them as 
shared views or their own personal views, access view explorer, and insert new measure items and 
charts into views. 

• View Administrators - have access to all non-administrator functionality plus partial administrator 
access. That access includes setting up new views from scratch, setting up view groups, adding user 
profile groups using roles and user profiles already set up by a security administrator, and changing 
owners of various items in Stratum.Viewer (views, actions, user lists, conditional formats).    

• Security Administrators - have access to all functionality including setting up roles and user profiles. 

User profile groups provide administrators with a means of organizing users with common application needs. For 
example, a group of sales representatives may need access to the same sales and budget data and related views. 
Administrators can set up a user profile group, attach a role and view groups to it, and then assign the sales 
representatives to that group. All users in the group will see the same data and the same view groups in the left 
panel.  
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User profiles and user profile groups are flexible. You can assign the entire group the same role or assign each 
user's user profile a unique role. The second option still gives users access to the same view groups, but the data 
that each user sees in views will be unique to their role permissions. 

 

Quick Start - Give Users Access to Stratum.Viewer 
Anyone that needs access to Stratum.Viewer will need to have a role, user profile, and user profile group plus have 
at least one view group assigned to their user profile group.  

The next few pages show a typical path taken for setting up access. The process is flexible and these steps can be 
performed in a different order depending on your preference and what definitions related to this set up already exist 
at the time you add a new user. For example, if a user profile group already exists, you can use that group for the 
new user if it meets the user's needs within the application. Or, if a suitable role exists, you can use that role for this 
user.  
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Add a view group(s) using the View Group window.  

• Skip this step if view groups that are suitable for the new user already exist. 
• Click View Group in the left panel to access the window. 

 

 
  

 

 

 

 



Copyright Silvon Software, Inc. 2014 (Last Revised: September 2014)                                                             5 

 

  

  

Add a user profile group using the User Profile Group window. 

• Skip this step if a group that's suitable for the new user already exists. 
• Click User Profile Group in the left panel to access the window. 
• If you want users who belong to this group to share the same role and there is an existing role 

that suits the group needs, you can select the role from this User Profile Group window and 
skip Step 3. 

• Attach at least one view group to the user profile group. 
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Add a role using the Role Maintenance window. 

• Click Role in the left panel to access the Role window. 

• Click New  to open the Role Maintenance window and set up the role properties. 
Properties determine which dimension members and measures that users with this role will be 
able to access in Stratum.Viewer. 

• If you want this new role assigned to the user profile group of the new user, select that group in 
the User Profiles tab. If you want the new role assigned to the new user’s user profile, attach 
this role to the new user in Step 4. 
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Add the new user's user profile using the User Profile window.  

• Click User Profile in the left panel to access the window. 
• For the Accessibility properties: 

• Select the user profile group that you added in Step 2. 
• Select a role if the selected user profile group doesn't have a role assigned to it. Otherwise, 

you don't need to select a role. 
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Tasks 

Add a User Profile 
A user profile cannot be activated until it belongs to a group and has a role assigned to it (either individually or to its 
group). If user profile groups or roles do not exist yet, you may prefer to set them up first and then add user profiles. 
See also Quick Start - Give Users Access to Stratum.Viewer and Relationship between User Profiles, User Profile 
Groups, and Roles. 

1.   Click User Profile in the Admin Utilities view group. 

2.   Use the General section of the User Profile window to specify basic profile information about the user of this 
user profile. 

• The first and last name, the user's Windows user name (User ID), and the domain for their Windows profile 
are required. 
• The only special characters accepted in a user's Windows user name are ( ) . ' _ 
• Invalid names are ones containing any of these characters: \ / " [ ] : | < > + = ; , ? * @ 
• A name cannot consist entirely of spaces or entirely of all periods. 
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• Entering the user's email address is required if you want the user to be able to email views or receive 
action emails. If you leave the Email Address field blank, the user will not be able to email views or receive 
action emails. 

3.   Use the Accessibility section to control the user profile group, level of access within the application, and role for 
the user of this user profile. You can optionally specify a home page for the user as well. 

• User Profile Group - Choose the group for this user profile. There must be at least one existing user 
profile group for this drop-down list to be populated. This aspect of a user profile also can be controlled via 
the User Profile Group window.  

• Level - Choose what level of access the user for this user profile will have while using Stratum.Viewer. 
Options are Casual, Advanced, View Administrator, and Security Administrator. 

• Role - If you assigned the user profile to a group that already has a role assigned to it, you do not need to 
select a role. The user profile will use the same role as the one assigned to the group and this drop-down 
list will be disabled. If the group does not have a role assigned to it -- because you planned for each user 
profile to have a unique role -- then you will need to select a role. The drop-down list will be disabled if no 
roles exist yet or the user profile has a security administrator level of access.  

• Override Home Page - Optionally assign this user a home page that differs from the global home page 
associated with Stratum.Viewer. Enter the information for the web site, shared document, directory, or 
other supplementary information that you want to act as the home page for this user. Use the Browse from 

File  or Browse the Web   buttons if needed to select a home page. 

4.   If you want to customize default interface and view behaviors for the user, use the properties in the User 
Options section. Or skip this step if you prefer that users customize their own options via their User Options 
window. 

• Auto Hide Left Panel – when selected, the left panel will hide automatically after the user runs a view from 
it. If you prefer that the left panel remain visible for the user, leave this option deselected. 

• Show View Explorer –  when selected, view explorer will display automatically when the user runs a view. 
Otherwise, it will not display automatically, but the user can manually open it from the view toolbar. 

• Override Planning Update Format – when selected, you can customize the format for planning updates 
that the user makes in views. The Browse button  will be enabled. Click it to open the Select Format 
window and determine background color, font color, and other font properties for cells and values impacted 
by planning updates the user makes in views.  

• Override View Page Size – when selected, you can control how many rows and columns display per page 
of views that the user runs in page mode (also known as collapsed mode). Enter a numeric value in the 
Rows and Columns fields.  

5.   Save   the user profile. 

Add a User Profile Group 

1.   Click User Profile Group in the Admin Utilities view group. 

2.   Specify a name for the group in the User Profile Group window. 

3.   Decide if you want to assign a role to the group. If not, skip to Step 4. 

• If you want all user profiles for this group to have the same role, select a role from the Role drop-down list.  

Note: If a role does not exist, you can save the group without one. A security administrator can set up a role and 
assign the group to it from the Role Maintenance window. 
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• If you want each user profile for this group to have a unique role, don't select a role for the group. A security 
administrator can use the Role Maintenance or User Profile window to assign each user profile in the group 
to a role. 

4.   If you want to assign this user group a home page that differs from the global home page associated with 
Stratum.Viewer, use the Override Home Page property to do so. 

• Select the Override Home Page checkbox. 

• Enter the information for the web site, shared document, directory, or other supplementary information that 

you want to act as the home page for this user group. Use the Browse from File  or Browse the Web 

  buttons if needed to select a home page. 

5.   Select the checkboxes of the view groups that you want displayed in the left panel for the user profile group. 
Optionally use the arrows next to selected view groups to change the order in which they'll appear in the left 
panel.   

6.   Use the User Profiles section to select the user profiles that will be assigned to this group.  

• If no user profiles exist yet or all existing user profiles are assigned to groups already, you can save the 
group with no user profiles assigned. A security administrator can use the User Profile window to set up a 
new user profile and attach it to the group or to switch an existing user profile to the group.  

7.  Save   the user profile group. 

See also Relationship between User Profiles, User Profile Groups, and Roles. 

Define a Common Home Page for a User Group 
If you want all members of a particular user group to have a common home page, assign that group a home page 
with the followings steps. 

1.   Click User Profile Group in the Admin Utilities view group. 

2.   In the General section, select the Override Home Page checkbox. 

3.   Enter the information for the web site, shared document, directory, or other supplementary information that you 

want to act as the home page for this user group. Use the Browse from File  or Browse the Web   
buttons if needed to select a home page. 

4.  Save   the change. 

Delete a User Profile 

1.   Click User Profile in the Admin Utilities view group. 

2.   Select the user profile in the User Profile window. 

3.   Click Delete . 

4.   Select an option for Global Objects in the Delete User Profile window to determine how the user profile’s global 
objects will be treated: 
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• Delete - Global objects will be deleted. That includes global views, actions, conditional formats, user lists, 
and user links. 

• Reassign - Global objects will be reassigned to a security administrator. Choose a security administrator's 
user profile from the list that is enabled once you've selected Reassign. 

5.   Select an option for Shared Objects to determine how the user profile’s shared views will be treated: 

• Delete - Shared views will be deleted. 
• Reassign - Shared views will be reassigned to an advanced user, view administrator, or security 

administrator. Choose the user profile from the list that is enabled once you've selected Reassign. 

6.   Click OK in the Delete User Profile window. 

7.   You will be warned that personal objects will be deleted and global / shared objects will the deleted or 
reassigned (depending on your choices in Steps 4 and 5). Click OK if you want to proceed with deleting the 
user profile. 

Delete a User Profile Group 

1.   Click User Profile Group in the Admin Utilities view group. 

2.   Select the user profile group in the User Profile Group window. 

3.   Click Delete . 

Note: Users with user profiles that belonged to this user profile group will no longer be able to access 
Stratum.Viewer unless you assign a different group to their user profile. 

Disable or Enable a User Profile 

1.   Click User Profile in the Admin Utilities view group. 

2.   Select the user profile from the User Profile window. 

3.   Select the Deselect User Profile option (to enable, deselect the option). 

4.   Save   the change. 
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Edit a User Profile 

1.  Click User Profile in the Admin Utilities view group. 

2.  Select the user profile in the User Profile window. 

3.  Edit the desired General, Accessibility, or User Options properties. 

• An email address must be specified if you want the user with this user profile to be able to email views and 
receive action emails. 

• The Role drop-down list will be disabled if the Accessibility Level selected for the user profile is Security 
Administrator. 

4.  Save   the changes. 

Edit a User Profile Group 

1.  Click User Profile Group in the Admin Utilities view group. 

2.  Select the user profile group in the User Profile Group window. 

3.  Edit the desired properties. 

• The Role drop-down list will be disabled. If you wish to change the role associated with this user profile 
group, you must do so using Role Maintenance. 

• If you remove a user profile from the group, the user with that user profile will no longer be able to access 
Stratum.Viewer. You will need to re-assign the user profile to another group if you want the user to continue 
having access. 

4.  Save   the changes. 
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Windows 

Delete User Profile Window 

 

 
Options for Global Objects: 

• Delete - Select this option if you want to delete the global objects of the user whose profile is 
being deleted. Global objects are global views, user links, user lists, actions, and conditional 
formats.  

• Reassign - Select this option if you want to retain the global objects of the user whose profile 
is being deleted. The list next to this option will be enabled and populated with the names of 
security administrators. Choose a security administrator, and upon deletion of the user profile 
their global objects will be reassigned to that administrator. 

 
Options for Shared Objects: 

• Delete - Select this option if you want to delete the shared views of the user whose profile is 
being deleted.  

• Reassign - Select this option if you want to retain the shared views of the user whose profile is 
being deleted. The list next to this option will be enabled and populated with the names of 
advanced users, view administrators, and security administrators. Choose a user, and upon 
deletion of the user profile their shared views will be reassigned to that user. 

Note: Personal objects will always be deleted for any user profile that is being deleted. Personal objects are 
personal views, user links, user lists, actions, and conditional formats. 
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Select User Window 

Main Window Sections 

 

 

Selected User – The name of the user actively selected in the window displays here. 

 
Available Users – Click a user then OK to select the user who will be an item owner.  

• By default, all users of all access types (casual, advanced, view administrator, or security 
administrator) will display in the window. You can search to find a user with a particular name 
or use the filter tool to look up only certain users (See Search and Filter Features).  

• To sort this list of users, click the First Name, Last Name, Accessibility Level, or User Group 
column heading. Click a sort icon to change between ascending   and descending   order. 
To rearrange the list, click a column heading, drag it before or after another column heading, 
and drop it at the new location. 

• At the bottom of this section (you may need to scroll down), there is a count of how many 
users are displayed in the window. There are paging arrows to move between pages of 
users. Arrows are active only when more users exist than can be displayed in a single page 
of this section. 
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OK – Click OK to apply the user selection made in this window and to close the window. 

Cancel – Click Cancel to close the window without applying your selection. 

Search and Filter Features 
Optionally use the search and/or filter features (section marked ‘4’ in following image) to look for particular users. 

 
• Search – Enter all or part of the name(s) of the user(s) you are searching for and then click the Search 

 button to execute the search. 

• Filter – Click the provided button  to use the filter feature. It acts as a toggle to show or hide the filter 
feature. Use the Accessibility Level checkboxes to filter out users by their access level (casual, advanced, 
view administrator, security administrator). Only users with the levels selected in the filter feature will 
display in the window. 

Note: The filter toggle will be red  if a filter has been applied. 
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User Profile Window 

 

 

Toolbar - 

• New  - Click to clear the window and set up a new user profile. Note that a user profile 
cannot be activated until it belongs to a group and has a role assigned to it (either individually 
or to its group). If user profile groups or roles do not exist yet, you may prefer to set them up 
first and then add user profiles. See also Quick Start - Give Users Access to Stratum.Viewer 
and Relationship between User Profiles, User Profile Groups, and Roles. 

• Save  - Click to save a new user profile or to save edits to an existing user profile. 

• Delete  - Select a user profile from the User Profile drop-down list, then click Delete to 
delete the user profile. The Delete a User Profile window displays. You have the option of 
deleting global objects (views, user lists, user links, actions, conditional formats) that belong 
to the user profile or reassigning global objects to a security administrator. 

• Help  - Click to open help that is specific to working with user profiles. 
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User Profile - Use this list to select an existing user profile and populate the window with its 
properties. 

 

General -  
Use the following options to define or edit basic profile information about the user of this user profile. 

• First Name and Last Name - The user's first and last name. 

• Windows User Name and Windows Domain - The user's Windows user name (User ID) 
and the domain for their Windows profile. The only special characters accepted in a user's 
Windows user name are ( ) . ' _. Invalid names are ones containing any of these characters:  \ 
/ " [ ] : | < > + = ; , ? * @ , consisting entirely of spaces, or consisting entirely of periods. 

• Email Address - Entering the user's email address is required if you want the user to be able 
to email views or receive action emails. If the Email Address field is left blank, the user will not 
be able to email views or receive action generated emails. 

• Language - This is always set to English. 

Use the following checkbox if you need to disable an existing user profile. 

• Disable User Profile - The checkbox is de-selected by default, meaning the user profile will 
be active as long as it has a user profile group and role. When the checkbox is selected, the 
user profile information will be retained but the user will not be able to access the application.  

 

Accessibility - Use this section to control the group for the user profile, the level of access the user 
will have in the application, and potentially the role for the user profile. 

• User Profile Group - Controls the group for this user profile. There must be at least one 
existing user profile group for this drop-down list to be populated. This aspect of a user profile 
also can be controlled via the User Profile Group window.  

• Level - Controls the level of access the user for this user profile will have while using 
Stratum.Viewer. Options are Casual, Advanced, View Administrator, and Security 
Administrator.  
• Casual users have access to basic view features such as running views, editing existing 

sorts and filters, and saving views in that edited state as shared views or their own 
personal views. 

• Advanced users have access to all non-administrator functionality -- they can build user 
lists, create user links, create actions and conditional formats, make edits to existing 
views and save them as shared views or their own personal views, access view explorer, 
and insert new measure items and charts into views. 

• View administrators have access to all non-administrator functionality plus partial 
administrator access. That access includes setting up new views from scratch, setting up 
view groups, adding user profile groups using roles and user profiles already set up by a 
security administrator, and changing owners of various items in Stratum.Viewer (views, 
actions, user lists, conditional formats).    

• Security administrators have access to all functionality including setting up roles and user 
profiles.   

• Role - If the user profile is assigned to a group that already has a role assigned to it, you do 
not need to select a role for the user profile. The user profile will use the same role as the one 
assigned to the group and this drop-down list will be disabled. If the group does not have a 
role assigned to it -- because you planned for each user profile to have a unique role -- then 
you will need to select a role. The drop-down list will be disabled if no roles exist yet or the 
user profile has a security administrator level of access. 

• Override Home Page - Use this option if you need to assign the user a home page that 
differs from the global home page associated with Stratum.Viewer. Select the Override Home 
Page checkbox. Then enter the information for the web site, shared document, directory, or 
other supplementary information that you want to act as the home page for this user. Use the 
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Browse from File  or Browse the Web   buttons if needed to select a home page. 

 
User Options  

• Auto Hide Left Panel – Use to control whether or not the left panel will hide automatically 
after the user runs a view from it. By default, the checkbox is selected and the panel will be 
hidden when the user runs a view. If you prefer that the left panel remain visible for the user, 
leave this option deselected. 

• Show View Explorer – Use to control whether or not view explorer will display automatically 
when the user runs a view. Select the checkbox if you want view explorer to display. 
Otherwise, it will not display automatically, but the user can manually open it from the view 
toolbar. 

• Override Planning Update Format – Use to customize the format for planning updates that 
the user makes in views. The Browse button  will be enabled. Click it to open the Select 
Format window and determine background color, font color, and other font properties for cells 
and values impacted by planning updates the user makes in views.  

• Override View Page Size – Use to control how many rows and columns display per page of 
views that the user runs in page mode (also known as collapsed mode). Enter a numeric 
value in the Rows and Columns fields.  

User Profile Group Window 

 

 
 

Toolbar -  

• New  - Click to clear the window and set up a new group. 

• Save  - Click to save a new group or to save edits to an existing group. 

• Delete  - Select a group from the User Profile Group drop-down list, then click Delete to 
delete the group. 
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• Help  - Click to open help that is specific to working with user profile groups. 

 
User Profile Group - Use this list to select an existing group and populate the window with the 
group's properties. 

 
General - 

• Name - Use this field to specify or edit the group name.  

• Role - Use this drop-down list if you need to assign a role to the entire group. In that case, 
all user profiles in the group will have the same role. If no role exists, then you can click Role 
to access the Role window and add a role. Cases when you would not need to choose a role 
are for a group are: 

• If all the user profiles in the group will have roles assigned to them individually. That 
means user profiles in this group may have different roles. You can use the User 
Profile window or Role Maintenance window to assign a role to an individual user 
profile. 

• When the group is intended to only have user profiles that have a security 
administrator level of access in the application. Security administrators do not need 
to have roles assigned to them. 

• Override Home Page – Use this option if you need to assign the user group a home page 
that differs from the global home page associated with Stratum.Viewer. Select the Override 
Home Page checkbox. Then enter the information for the web site, shared document, 
directory, or other supplementary information that you want to act as the home page for this 

user group. Use the Browse from File  or Browse the Web   buttons if needed to 
select a home page. 

 
View Groups - Selected view groups will be visible in the left panel for user profiles in the user 
profile group. Once a group is selected, the Order drop-down list is enabled for it. Use those lists to 
control the order that the groups display within the left panel. View groups and user profiles can also 
be attached to one another using the View Group window. 

 
User Profiles - For new groups, this section will list any existing user profiles that do not belong to a 
user profile group yet. There will be check boxes next to the user profiles for adding them or 
removing them from a group. If no user profiles exist or all of the existing user profiles have been 
assigned to other groups, the text 'No user profiles available to be assigned' displays in this section.  

 

Advanced Concepts 

Change the Owner of a User’s Views, User Lists, Conditional Formats, or Actions 

View or security administrators can change the owner of views, user lists, conditional formats, or actions. This 
functionality helps administrators carry out tasks for user and object maintenance in less time and fewer steps. 
Here are a couple examples of the usefulness of this functionality: 

• You need to promote a user’s personal or shared items to a Global status. You open the item, make 
yourself the owner, change the type to global, and save the item. Now the item is globally available to all 
users, but editing control is limited to you and other administrators.  

• You need to remove a user from Viewer but want to retain some of the personal views created by that user. 
You open the views and reassign ownership prior to deleting the user’s profile. 
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A Select User window corresponds to an Owner property for use in changing an item’s owner, and it features a 
search and filter tool to find particular users as you work in this selection window. Steps follow for changing the 
owner of different types of objects. 

• Views 

• User Lists 

• Conditional Formats 

• Actions 

Changing a View Owner   
Option 1 

1.   From its view group in the left panel, right-click the view name and choose Edit. 

2.   Right-click the first folder in view explorer, for the view name, and choose Properties. 

3.   Click the Browse button  for the Owner property. 

4.   In the Select User window, click the name of the new Owner for the view, and then click OK in that window. You 

can narrow down the users that display for selection in the window using the search  and/or filter  tools. 

5.   Click OK in the Apply Changes window. 

6.  After the view refreshes, click Save   in the view toolbar. 
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Option 2 

1.   Click the View option in the Admin Utilities view group. 

2.   From the View list window, click the name of the View then click Edit  (or double-click the view name). 

3.   Follow steps 3 through 6 in the prior set of instructions. 

Changing a User List Owner   

1.   Click the User List option in the Admin Utilities view group. 

2.   From the User List window, click the name of the user list then click Edit  (or double-click the list name). 

3.   In the Attributes section of the User List Maintenance window, click the Browse button  for the Owner 
property. 

4.   In the Select User window, click the name of the new Owner for the view, and then click OK in that window. You 

can narrow down the users that display for selection in the window using the search  and/or filter  tools. 

5.   Click Save . 
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Changing a Conditional Format Owner   

1.   Click the Conditional Format option in the Admin Utilities view group. 

2.   From the Conditional Format list window, click the name of the conditional format then click Edit  (or double-
click the conditional format name). 

3.   In the Attributes section of the Conditional Format Maintenance window, click the Browse button  for the 
Owner property. 

4.   In the Select User window, click the name of the new Owner for the view, and then click OK in that window. You 

can narrow down the users that display for selection in the window using the search  and/or filter  tools. 

5.   Click Save . 
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Changing an Action Owner   

1.   In the left panel, locate the view to which the action is attached, right-click the view name, and select Actions 
then Edit. 

2.   From the Select Action window, click the name of the action then click Edit (or double-click the action name). 

3.   In the Attributes section of the View Distribution window, click the Browse button  for the Owner property. 

4.   In the Select User window, click the name of the new Owner for the view, and then click OK in that window. You 

can narrow down the users that display for selection in the window using the search  and/or filter  tools. 

5.   Click Save. 
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Impact of Roles on What Data You can Access in Stratum.Viewer 
Security administrators set up roles for the user profiles or user profile groups of users who have a casual, 
advanced, or view administrator level of access to the application. Roles determine what data you will see when 
you run views, user filtering windows, and insert or edit measure items. You can be given full or partial access to 
dimensions which will impact the dimension members that you can see in views and filtering windows. 
Administrators can give you Read access to some or all measures, which impacts the measure items that you will 
see in your views and measure item windows. Your administrator also can give you Update access to measures for 
the purpose of doing planning updates in views. 
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Dimensions 
Here is a view for someone whose role only permits access to Product Family 30. Only sales for Product Family 30 
will display in the view for that user. 

 
Here is the same view run by a user with full access to the Product Family dimension. The view displays data for all 
Product Families.  
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Roles also impact the data that displays in the Select Members, Advanced Select Members, Paste Members, and 
Select User List Filter windows. Here is what the Select Members window looks like for the user with access only to 
Product Family 30. 

 
Here is what the window looks like for a user with full access to the Product Family dimension. 
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Next, consider a user list that contains three Product Family members including 30. The user with access only to 
Product Family 30 will see that member only when they click Show Details for the list. 
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All three list members display when the list members are viewed by a user with full access to the Product Family 
dimension. 
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Measures 
A role controls which measures users are able to see. Below is a view defined to display two measure items based 
on some Actual Sales measures and two based on Budget measures. The user running the view has permission to 
see all Actual Sales measures but does not have permissions to any Budget measures. That means the view will 
only return the measure items based on Actual Sales for this user.  

 
Here is the same view run by a user with access to all Actual Sales and Budget measures. That user has access to 
all measures in the view. 
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Also note, the user with the role restrictions in this example will not see the measures in question in the Insert and 
Edit Measure Items windows. Here is the Insert Measure Item window for that user.  

 
All Budget measures, both “Working” and “Frozen,” display when the other user with full access uses the window.  
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Measure Items Created from Stratum.Planner Calculated Values 
Regardless of your role, all Stratum.Planner calculated values that are part of your environment will display in the 
Insert and Edit Measure items windows.  

Notice that six Budget Calc Values showed for both users mentioned in our prior example. If a calculated value 
requires a regular measure to which you don't have access, then #ERR will be returned by the calculation in the 
Stratum.Viewer grid. For example, the marked measure item below is a calculation that requires data from the 
Budget Budget Amount Frozen and Budget Budget Units Frozen measures. A user with a role that permits him to 
see those measures will be able to see data returned in the view for the measure item.  
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When a user who is not permitted to access Budget Budget Amount Frozen or Budget Budget Units Frozen runs 
the same view, that user sees results of #ERR. 
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Relationship between User Profiles, User Profile Groups, and Roles 
Users will only be able to access Stratum.Viewer if they have a user profile that has been assigned to a user profile 
group. Additionally, the user must have a role attached to their individual user profile or to their user profile group.  

Other facts about the related nature of user profiles, groups, and roles: 

• If a role is attached to a user's user profile, the user will have a role that is unique from other users 
assigned to their user profile group. 

• If a role is attached to a user's user profile group, the user will have the same role as all other users 
assigned to that group. 

• A role definition will not be active in Stratum.Viewer until it has been attached to a user profile or user 
profile group. 

• Users who have a security administrator level of access, as defined by their user profile, do not need to be 
assigned a role. Security administrators have access to all dimension members and measures in all 
Analysis Services databases registered with Stratum.Viewer.  

Relationship between View Groups and User Profile Groups 
View groups will only be visible in the left panel if they are attached to a user profile group. When you add a new 
view group, remember to attach it to the user profile groups of users who need access to the view groups. User 
profile groups need to be attached to at least one view group.    

 

Frequently Asked Question (FAQ) 

What Happens to Objects Created by Users when their User Profiles are Deleted? 
Personal objects such as personal user lists, user links, actions, conditional formats, and views are removed from 
Stratum.Viewer. Global objects can be reassigned to a security administrator's user profile. Shared views can be 
reassigned to the user profile of an advanced user, view administrator, or security administrator. 

 

Definitions 

Role 
A role is a definition that determines which dimension members and measures a user can access in 
Stratum.Viewer. A role is used in conjunction with user profiles, user profile groups, and view groups to give users 
access to the application.  

User Profile 
A user profile is a definition that gives a user the ability to sign on and use Stratum.Viewer. A user profile is used in 
conjunction with user profile groups, view groups, and roles to give users access plus determine what features or 
functions they can use, such as administrator or non-administrator features. 
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User Profile Group 
A user profile group is a group of Stratum.Viewer users. Stratum.Viewer security administrators control security and 
view group access by user profile groups or by individual users.  

View Group 
A view group is a means of organizing view and user links. Once a group is created, has at least one view or link 
attached to it, and is attached to a user profile group, the view group will display in the left panel of the application. 
The view group can only be seen by users who belong to the user profile group(s) to which the view group has 
been attached. 
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